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(7505C), Office of Pesticide Programs, 
Environmental Protection Agency, 1200 
Pennsylvania Ave., NW., Washington, 
DC 20460–0001; telephone number: 
(703) 305–6463; fax number: (703) 308–
5433; e-mail address: Sec-18-
Mailbox@epamail.epa.gov.

SUPPLEMENTARY INFORMATION: 

I. General Information 

A. Does this Action Apply to Me? 

You may be potentially affected by 
this action if you are a federal or state 
government agency involved in 
administration of environmental quality 
programs. Potentially affected entities 
may include, but are not limited to: 

Federal or state government entity, 
(NAICS 9241), e.g., Department of 
Agriculture, Environment. 

This listing is not intended to be 
exhaustive, but rather provides a guide 
for readers regarding entities likely to be 
affected by this action. Other types of 
entities not listed in this unit could also 
be affected. The North American 
Industrial Classification System 
(NAICS) codes have been provided to 
assist you and others in determining 
whether this action might apply to 
certain entities. If you have any 
questions regarding the applicability of 
this action to a particular entity, consult 
the person listed under FOR FURTHER 
INFORMATION CONTACT. 

B. How Can I Get Copies of This 
Document and Other Related 
Information? 

1. Docket. EPA has established an 
official public docket for this action 
under docket identification (ID) number 
OPP–2002–0260. The official public 
docket consists of the documents 
specifically referenced in this action, 
any public comments received, and 
other information related to this action. 
Although a part of the official docket, 
the public docket does not include 
Confidential Business Information (CBI) 
or other information whose disclosure is 
restricted by statute. The official public 
docket is the collection of materials that 
is available for public viewing at the 
Public Information and Records 
Integrity Branch (PIRIB), Rm. 119, 
Crystal Mall #2, 1921 Jefferson Davis 
Hwy., Arlington, VA. This docket 
facility is open from 8:30 a.m. to 4 p.m., 
Monday through Friday, excluding legal 
holidays. The docket telephone number 
is (703) 305–5805. 

2. Electronic access. You may access 
this Federal Register document 
electronically through the EPA Internet 
under the ‘‘Federal Register’’ listings at 
http://www.epa.gov/fedrgstr/.

An electronic version of the public 
docket is available through EPA’s 
electronic public docket and comment 
system, EPA Dockets. You may use EPA 
Dockets at http://www.epa.gov/edocket/ 
to submit or view public comments, 
access the index listing of the contents 
of the official public docket, and to 
access those documents in the public 
docket that are available electronically. 
Once in the system, select ‘‘search,’’ 
then key in the appropriate docket ID 
number. 

C. How and to Whom Do I Submit 
Comments? 

To submit comments, or access the 
official public docket, please follow the 
detailed instructions as provided in 
Unit I.C. of the SUPPLEMENTARY 
INFORMATION of the September 27, 2002 
Federal Register document. If you have 
questions, consult the person listed 
under FOR FURTHER INFORMATION 
CONTACT. 

II. What Action is EPA taking? 

This document extends the public 
comment period established in the 
Federal Register of September 27, 2002 
(67 FR 61099) (FRL–7275–2). In that 
document, EPA sought comment on a 
quarantine exemption request from 
USDA, APHIS to use the pesticide 
caffeine (1H-purine-2,6-dione, 3,7-
dihydro-1,3,7-trimethyl-) (CAS No. 58–
08–2) to treat up to 200 acres of 
floriculture and nursery crops, parks, 
hotels and resort areas, and forest 
habitats to control Coqui and 
Greenhouse frogs. The Applicant 
proposes the use of a new chemical 
which has not been registered by EPA. 
EPA is hereby extending the comment 
period, which was set to end on October 
15, 2002, to October 25, 2002. 

III. What is the Agency’s Authority for 
Taking this Action? 

In accordance with 40 CFR 166 the 
Administrator shall issue a notice of 
receipt for a quarantine exemption 
request when the application proposes 
the use of a new chemical. Further 
provisions are made to give the public 
15 days to comment. However, the 
Administrator may extend the comment 
period if additional time for comment is 
requested.

List of Subjects 

Environmental protection, Pesticides 
and pests.

Dated: October 10, 2002. 
Peter Caulkins, 
Acting Director, Registration Division, Office 
of Pesticide Programs.

[FR Doc. 02–26438 Filed 10–11–02; 4:47 pm]
BILLING CODE 6560–50–S

THE PRESIDENT’S CRITICAL 
INFRASTRUCTURE PROTECTION 
BOARD 

National Strategy To Secure 
Cyberspace 

October 11, 2002.

AGENCY: President’s Critical 
Infrastructure Protection Board, 
Executive Office Of the President, The 
White House.
ACTION: Notice of pending request for 
public comment regarding the National 
Strategy to Secure Cyberspace for 
comment, released on September 18, 
2002. 

SUMMARY: Pursuant to the President’s 
charge in Executive Order 12321, the 
President’s Critical Infrastructure 
Protection Board (the ‘‘Board’’) has been 
engaged in development of the National 
Strategy to Secure Cyberspace. On 
September 18, 2002, the Board released 
to the public a draft of the Strategy ‘‘For 
Comment’’ (the ‘‘Strategy’’). The 
Strategy was made available online at 
http://www.securecyberspace.gov for 
viewing and downloading. At the time 
of the release of the Strategy, the Board 
invited public comments and set a 
deadline of November 18, 2002 for such 
comments. The most efficient way to 
provide public comment is to do so 
online through the feedback link at 
http://www.securecyberspace.gov. By 
this Notice, the Board continues to 
solicit further comments and views from 
the public on the Strategy.
DATES: Comments may be submitted 
through November 18, 2002.
ADDRESSES: Comments may be 
submitted electronically as provided at 
http://www.securecyberspace.gov. In 
addition, written comments may be sent 
to: PCIPB/Strategy Public Comment; 
The White House; Washington, DC 
20502. Individual hard copies of the 
draft Strategy may be obtained by 
calling 202–456–5420.
FOR FURTHER INFORMATION CONTACT: 
Tommy J. Cabe, (202) 456–5420.
SUPPLEMENTARY INFORMATION: On 
October 16, 2001, the President created 
the Board by Executive Order 12321. 
The President noted that ‘‘[t]he 
information technology revolution has 
changed the way business is transacted, 
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government operates, and national 
defense is conducted. Those three 
functions now depend on an 
interdependent network of critical 
information infrastructures.’’ In the 
Executive Order, the President directed 
the Board to ‘‘recommend policies and 
coordinate programs for protecting 
information systems for critical 
infrastructure,’’ and called for the Board 
to ‘‘coordinate outreach to and 
consultation with the private sector, 
* * * State and local governments, 
[and] communities and representatives 
from academia and other relevant 
elements of society.’’ 

Pursuant to the President’s charge, the 
Board has been engaged in development 
of the National Strategy to Secure 
Cyberspace. On September 18, 2002, the 
Board released to the public a draft 
Strategy ‘‘For Comment,’’ identifying 24 
strategic goals and listing over 80 
recommendations. The Strategy was 
made available online at http://
www.securecyberspace.gov for viewing 
and downloading. 

The Strategy was developed based on 
input from a broad spectrum of 
individuals and groups that represent 
the owners and operators of cyberspace, 
as well as from the key sectors that rely 
on cyberspace, including Federal 
departments and agencies, private 
companies, State and local 
governments, educational institutions, 
nongovernmental organizations, and the 
general public. Town hall meetings to 
facilitate discussion and stimulate input 
were held during the Spring in Denver, 
Chicago, Portland, Oregon, and Atlanta 
and this month in Philadelphia and 
Boston. In addition, a list of 53 key 
questions was compiled, published, and 
publicized to spark public debate and 
facilitate informed input. The Board 
will convene additional town hall 
meetings around the country in the next 
few weeks to raise awareness about 
cybersecurity issues, and to solicit and 
receive the views and input of 
concerned citizens regarding the 
Strategy. Town hall meetings will be 
held in Pittsburgh, PA (October 24), 
New York, NY (November 7), Phoenix, 
AZ (November 14). For further 
information about specific town hall 
meetings, see http://
www.securecyberspace.gov. 

At the time of the release of the 
Strategy, the Board invited public 
comments and set a deadline of 
November 18, 2002 for such comments. 
By this Notice, the Board continues to 
solicit further comments and views from 
the public on the draft Strategy. The 
most efficient way to provide public 
comment is to do so online through the 
feedback link at http://

www.securecyberspace.gov. In order to 
facilitate review and consideration of 
public comment, commenters are 
requested to use this electronic feedback 
link if at all possible. Comments will 
also be accepted if mailed to the postal 
address listed below, but it is requested 
that such commenters also provide an 
electronic version of their comments as 
well as the hard copy (e.g., CD or floppy 
disc) if possible. In addition, it is 
requested that all commenters, 
including those submitting their 
comments in hard copy form rather than 
online, make every effort to organize the 
comments by reference to specific 
sections of the Strategy and if 
applicable) the numbered 
recommendation or discussion topic 
commented upon. 

Those preferring to submit their 
comments by hard copy (preferably with 
an accompanying electronic version of 
the comment) should send them to: 
PCIPB/Strategy Public Comment; The 
White House; Washington, DC 20502. 
The Board will consider all relevant 
comments in the further development of 
the Strategy. However, there are no 
plans to respond individually to each 
comment.

Dated: October 11, 2002. 
Richard A. Clarke, 
Chair, President’s Critical Infrastructure 
Protection Board
[FR Doc. 02–26456 Filed 10–16–02; 8:45 am] 
BILLING CODE 3165–D3–P

FEDERAL COMMUNICATIONS 
COMMISSION 

Notice of Public Information 
Collection(s) Being Reviewed by the 
Federal Communications Commission 

October 5, 2002.
SUMMARY: The Federal Communications 
Commission, as part of its continuing 
effort to reduce paperwork burden 
invites the general public and other 
Federal agencies to take this 
opportunity to comment on the 
following information collection(s), as 
required by the Paperwork Reduction 
Act of 1995, Pub. L. 104–13. An agency 
may not conduct or sponsor a collection 
of information unless it displays a 
current valid control number. No person 
shall be subject to any penalty for failing 
to comply with a collection of 
information subject to the Paperwork 
Reduction Act (PRA) that does not 
display a valid control number. 
Comments are requested concerning (a) 
whether the proposed collection of 
information is necessary for the proper 
performance of the functions of the 

Commission, including whether the 
information shall have practical utility; 
(b) the accuracy of the Commission’s 
burden estimate; (c) ways to enhance 
the quality, utility, and clarity of the 
information collected; and (d) ways to 
minimize the burden of the collection of 
information on the respondents, 
including the use of automated 
collection techniques or other forms of 
information technology.
DATES: Written comments should be 
submitted on or before December 16, 
2002. If you anticipate that you will be 
submitting comments, but find it 
difficult to do so within the period of 
time allowed by this notice, you should 
advise the contact listed below as soon 
as possible.
ADDRESSES: Direct all comments to Les 
Smith, Federal Communications 
Commission, Room 1-A804, 445 12th 
Street, SW., Washington, DC 20554, or 
via the Internet to lesmith@fcc.gov
FOR FURTHER INFORMATION CONTACT: For 
additional information or copies of the 
information collection(s) contact Les 
Smith at 202–418–0217 or via the 
Internet at lesmith@fcc.gov.
SUPPLEMENTARY INFORMATION: 

OMB Control Number: 3060–0387. 
Title: On Site Verification of Field 

Disturbance Sensors—Section 15.201(d). 
Form Number: N/A. 
Type of Review: Extension of a 

currently approved collection. 
Respondents: Business or other for-

profit entities. 
Number of Respondents: 200. 
Estimated Time per Response: 18 

hours. 
Frequency of Response: 

Recordkeeping; On occasion reporting 
requirement; Third party disclosure. 

Total Annual Burden: 3,600 hours. 
Total Annual Cost: $40,000. 
Needs and Uses: FCC rules permit the 

operation of field disturbance sensors in 
the low VHF region of the spectrum. To 
monitor non-licensed field disturbance 
sensors operating in the low VHF 
television bands, a unique procedure for 
on-site equipment testing of the systems 
is required to ensure suitable safeguards 
for the operation of these devices. Data 
are retained by the holder of the 
equipment authorized/issued by the 
FCC and made available only at the 
request of the Commission.

OMB Control Number: 3060–0436. 
Title: Equipment Authorization—

Cordless Telephone Security Coding. 
Form Number: N/A. 
Type of Review: Revision of a 

currently approved collection. 
Respondents: Business or other for-

profit entities. 
Number of Respondents: 200. 
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